**Меры защиты детей от информации в Интернет,**

**причиняющей вред их здоровью и развитию**

**1. Административные меры защиты детей от информации, причиняющей вред их здоровью и развитию**

1. Издание нормативных локальных актов, направленных на обеспечение защиты детей
от информации, причиняющей вред их здоровью и (или) развитию, и ознакомление с ними

ответственных работников.

2. Внутренний контроль за обновлением и соблюдением законодательства Российской Федерации о защите детей от информации, причиняющей вред их здоровью и (или) развитию.

3. Размещение на сайтах ОУ специальных разделов, посвященных использованию несовершеннолетними интернет-продукции.

4. Регулярный аудит систем мониторинга и фильтрации запрещенной для детей информации.

5. Оперативное удаление персональных данных детей, опубликованных на сайте либо сервисе и направление информации о лицах, разместивших данную информацию
в правоохранительные органы.

**2. Повышение информационной компетентности в сфере кибербезопасности детей
и их родителей (законных представителей)**

1. Просветительские меры, направленные на пропаганду информационной безопасности среди несовершеннолетних пользователей и их родителей (законных представителей);

2. Размещение информации о контактах, включая интернет-ссылки и телефоны, соответствующих некоммерческих организаций и органов власти, осуществляющих деятельность в сфере обеспечения информационной безопасности детства.

3. Сотрудничество с органами власти, образовательными организациями
и некоммерческими организациями в целях повышения информационной культуры несовершеннолетних пользователей и их родителей (законных представителей) путем осуществления совместных просветительских проектов, создания образовательных ресурсов, разработки рекомендаций и материалов для обучения безопасной работы
с сайтами или сервисами и в иных целях.

**3. Технические программные решения при организации работы детей в Интернет**

1. Предварительный просмотр мультимедиа (видео, фотографии, комментарии и другого контента), на предмет содержания в нем запрещенной для детей информация, или графического знака информационной продукции для предупреждения
о недопустимости просмотра данного контента детьми.

2. Обеспечение приватности - удаление: фамилии и имени, фотографии (аватара) и даты рождения, исключение из публичного доступа персональных данных детей в виде геометок, номера телефона и информации об образовательном учреждении.

3. Исключение из результатов поиска персональных данных детей в форме ссылок
на аккаунты в социальных сетях

4. Использование средства контентной фильтрации для выявления запрещённой для детей

информации.

5. Использование технологии белого и черного списков для ограничения доступа к запрещённой для детей информации.